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Google, it seems, has not just the most wonderful web search device in its arsenal; it is also accused of collecting private data from its clients (that's us) – far more than we necessarily know or suspect. No one in this country seems to bother about that much, but in Europe....

Think of it: how has Google become so huge? And I mean HUGE. If it's just there for us to use as a combination dictionary, gazetteer, art museum and library – for free – how can it amass the $millions necessary to keep those battalions of servers waiting to satisfy us almost instantaneously? The answer is: Cookies.

A Cookie is a small file of data sent by a website to a contact and stored on the contact's computer. When you log in to a website which uses cookies it will create a quick summary of who you are and maybe what you have accessed on the site and this will be saved on your computer so that next time you log in you can be recognized and perhaps welcomed by name. Fine; but think of it: the site now knows who you are, what your email address is, maybe (if you set up a more formal link) the User ID and password you created to use the site, and even the fact that you looked at, say, electric kettles rather than glassware. And for Google, what you looked at could be anything.

So Google can collect this data and sell it to others: to marketers of electric kettles to warn them you are on the prowl for one, say – the list could be endless. And as you move from searching history to ski equipment to checking maps to reading the news, a fairly full idea can be formed of the sort of person you are. Rather like the personal live-in servant who, over the years, knows a lot more about who you really are than even you may realize. And this worries a lot of people – particularly in Europe, which has had more than its share of secret police over the years.

So now Google is in trouble in Europe, and most of all in France. The trouble really came with the introduction of Google Street View, when specially-equipped vehicles drove the roads of the world recording pictures of what they were passing. It turned out than someone had added to the equipment a Wi-Fi recorder which was picking up all sorts of extraneous information – emails, data transfers, passwords and such. And though Google officially denied authorizing this and promised to delete the data recovered, it turns out that they have not done so. Two years ago an investigation was begun. It is still raging today, as the authorities try to rein Google in. Now the BBC reports Google has been given 35 days to delete the material. After that, who knows? Can France remove the website www.google.fr from the world? 

Back to cookies. They started in the 1990s when a commercial site wanted to retain some information on visitors, but found this would quickly clog its data storage. So they asked the browser writers (Netscape in those days) to arrange for small files to be stored by the browser on each personal machine instead. When they were originally implemented nobody knew they even existed, let alone they were being stored locally. But there are now, as a result of complaints, rules for cookie construction (each issuer can only read its own cookies, for example) and ways of reducing the numbers. 

You can, for example, turn them off completely (“I do not wish to help you recognize me at all!”) but this may backfire. There are sites today which will not let you onto them unless you allow them to store cookies on your machine. My Firefox browser is set to tell me when cookies are requested and I can reply Yes or No. This is interesting: I have seen sites that want to place as many as six cookies at a time on my machine (Six? Why?). I often reply No and wait to see if the request is repeated until I say Yes, or if I can get onto the site without. 

Many sites also, as they create the data stream for building their picture on your screen, branch to other sites which then ask for cookie permission. One of the most notorious is DoubleClick (which is now owned by Google too!). DoubleClick is purely advertising-related: we can provide marketers (for a fee) with information on the effectiveness of their ads, or the shopping habits of the public. It seems all they do is drop cookies and read them. By being called from a website as part of its setup, routine, they get by the restriction that only the issuer can read a cookie. This annoys me. I try to say No to

DoubleClick cookies when I can. 
What fascinates me is that “google” has become a word in common use. We no longer search for information; we google it, even if we are using another search engine. I remember as a child that Hoover came into the common English lexicon. We did not vacuum the carpet; we hoovered it. And my parents owned an Electrolux hoover. That is, to me, the ultimate in Having Arrived!

